SecuSUITE® for Samsung Knox – Secure Communication for Governments
Secusmart – Reliable Partner for Governments

German Federal authorities have been relying on Secusmart solutions for many years when it comes to securing their mobile communications. Secusmart solutions reliably encrypt voice and data up to security classification Restricted (RMF) and also enable personal use in the non-classified domain.

Secusmart's Knox for Samsung Knox offers a secure mobile platform on the latest smartphones and tablets of the Samsung Galaxy series, enabling the simultaneous use of business and personal apps, for business apps in particular. In addition to custom applications, the full range of business apps for the Android operating system is available. Secusmart's Knox is fully compatible with the existing Secusmart for BlackBerry® 10 solution and readily integrates with existing infrastructure.

Features of Secusmart for Samsung Knox

- Secure mobile platform based on Samsung Knox
  - Secure boot and trusted boot
  - SELinux Kernel
  - Knox KPIs to enhance security policies
- Secure workspace for business use
  - Encryption of all data during transport (VPN)
  - Encryption of all data stored on the device
  - Encryption of all data in use
- Easy deployment of existing Android apps for business use
- Secure workspace preceded by the Secusmart Security Card
- Mobile Application Management for remote administration of all applications
- Mobile Device Management for remote administration of all mobile devices
- SecusmartVoice:
  - Secure mobile voice communication according to IMS standard
  - Mobile to mobile
  - Mobile to fixed network
  - Secure landing, breakout to PSTN
Would you like to find out more about SecuSUITE for Samsung Knox?
Please contact our sales team to get further information.
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